CCNP - BSCI 642-901 - Building Scalable Cisco Internetworks (BSCI)  

OSPF – Open Shortest Path First (single area)

Factors:

Bandwidth-based

Cost Metric

Cost = 100Mbit / Bandwidth of link

Hells sent every 10 seconds

Dead interval after 40 seconds

Assumed 30-42 seconds to notice failure and reconverge

Use Hellos to find neighbors

Develop Adjacencies

ExStart Phase (decide master/slave)

DR sends routing info (Exchange)

Load routing info & compile table (Loading) (SPF)

Once done – FULL STATE

In a routing table:

Destination Network | Outbound Interface | Next Hop Address | Cost to Network

Uses FLOODING (only on changed info)

(sequence numbers to keep information current)

All routers recalculate every change

--Paranoid update every 30 minutes (reliability)

All Routers in same area have identical database

Again, Cost = 100Mbit / Bandwidth of link

DR and BDR = 224.0.0.6 – “All Designated Routers”

All OSPF routers = 224.0.0.5

Hello-Broadcasts sent to 224.0.0.5 – all OSPF routers (and ONLY OSPF routers) respond

Hello packets include the list of all neighbors from whom it has heard hellos within the last dead interval.  When a router sees its own router ID listed in the neighbor list of a hello packet, their relationship is now a two-way state.

Routers must agree on dead timer to develop adjacency.

Link Goes Down

Router notify DR and BDR (224.0.0.6)

DR updates database and floods 224.0.0.5 (all OSPF routers)

If DR doesn’t respond (0.5 seconds), BDR takes over

Commands:

Show IP Protocol


Verify OSPF Configuration


Verify timers, metrics, filters, etc.

Show IP OSPF Interfaces


Area ID & Adjacency info


Hello Intervals, Neighbors, Adjacencies

Show IP OSPF Neighbor Detail


Neighbors, states, priorities


Shows list of routers & states summarized

Show IP OSPF Database


Topological Database


Router Intermediate system & OSPF Process ID

Clear IP Route *


Clears all routes


Verify Routes are being learned

Debug IP OSPF Events


Displays router interaction during hello, exchange, flooding

OSPF – Open Shortest Path First (Multiple areas):

Benefits:


VLSM (Variable Length Subnet Masking)


Route Summarization



Less Routes in each table



Minimize convergence inconsistencies



Keep Thrashing localized to a single area

Area 0 – Backbone / Transit Area


All traffic must flow through Area 0


All LSA types present here

Standard Areas – Any areas other than Area 0


Receive all types of routing summary & external route info

Stub Area


No information accepted from external sources outside AS (Autonomous System)



If needed, uses combination of summary and default routes to get to ABR




(Area Border Router)


Receives summary routes

Totally Stubby Area


Blocks even summary routes


Doesn’t see external routes either


Only have intra-area routes and default route (ABR??)

ABR – Area Border Router.


At least one interface in Area 0 but have interfaces in 1 or more other areas


Only source of inter-area routes and route summaries.

ASBR – Autonomous System Border Routers


In backbone or Standard, not in stub or totally stubby

Stubby command:


Area 2 Stub

Totally Stubby command:


Area 3 Stub no-summary

Summarization is completely manual


Must configure in both directions

Example:


Router OSPF 1


Network 172.16.0.0 0.0.255.255 area 1


Area 1 range 172.16.32.0 255.255.224.0



(172.16.32.0 ( 172.16.63.255)

External Routes


2 Types:



E1 – Path cost is External + Internal cost



E2 – Path cost is only external cost


E1 is used when multiple external contact points exist, used to find closest

Stubby and Totally Stubby


Area 123 stub (run this on all routers in that area)

Just totally stubby: Area 123 stub no-summary (only on ABR)

To use virtual (instead of physical) connection to Area 0:


Area 123 virtual-link [destination IP address of interface]



(this command must be symmetrical)



***The area on both routers is the area connecting *to* area 0

Commands:

Show IP OSPF


Number of times SPF calculated


Link State Interval

Show IP OSPF Border-routers


Displays internal OSPF routing table entries to an ABR

Show IP OSPF virtual-links


Displays current parameters of OSPF links

EIGRP – Enhanced Interior Gateway Routing Protocol

EIGRP is a single routing protocol capable of handling a multi-protocol environment.

Factors affecting routing decisions:

Bandwidth

Delay

Reliability

Load

MTU (Maximum Transmission Unit)

By default, Bandwidth and Delay determine routing decisions

EIGRP is considered an “Advanced Distance Vector” routing protocol


Second-hand information is shared (EIGRP only talks to its neighbors)


Uses DUAL (Diffusing Update ALgorithm) to create a loop-free topology



DUAL – All routers converge simultaneously


Only updates the part of the routing table that changed

Four Main Components:

Neighbor Discovery – send outbound Hello

Hold-time attached; if it expires, topology change is assumed

Reliable Transport Protocol

Sequence #s

DUAL

Uses distance metric to select loop-free paths

Protocol-dependant modules

Performs “Ships-in-the-Night” Routing


Routing of multiple, completely independent routed protocols

EIGRP acts as link state to neighbors and distance vector to rest of internetwork

EIGRP doesn’t flood updates – it directly updates the attached routers (more controlled)

Command to set bandwidth on link:


Bandwidth [bandwidth in Kbits/sec]

Tables stored in memory:


Neighbor Table



Show IP EIGRP Neighbors


Topology Table



Show IP EIGRP Topology


Routing Table



Show IP Route

THE REST OF THE NOTES YOU MUST BID ON TO RECEIVE, THERE ARE A TOTAL OF 103 PAGES OF NOTES!

